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SC-300T00 - Microsoft Identity and Access
Administrator
Microsoft - Microsoft Security - Virtualizzazione e Cloud

Durata:

4 Giorni

Lingue:

Italiano

Certificazione:

Microsoft Certified: Identity and Access
Administrator Associate

Descrizione del corso

This course provides IT Identity and Access Professional, along with IT Security
Professional, with the knowledge and skills needed to implement identity
management solutions based on Microsoft Azure AD, and it connected identity
technologies. This course includes identity content for Azure AD, enterprise
application registration, conditional access, identity governance, and other
identity tools. This course is preparatory for the Exam SC-300: Microsoft Identity
and Access Administrator valid for Microsoft Certified: Identity and Access
Administrator Associate

Programma

Module 1: Implement an identity management solution

• Implement Initial configuration of Azure AD
• Create, configure, and manage identities
• Implement and manage external identities
• Implement and manage hybrid identity

Module 2: Implement an authentication and access management
solution

• Secure Azure AD user with MFA
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• Manage user authentication
• Plan, implement, and administer conditional access
• Manage Azure AD identity protection

Module 3: Implement access management for Apps

• Plan and design the integration of enterprise for SSO
• Implement and monitor the integration of enterprise apps for SSO
• Implement app registration

Module 4: Plan and implement an identity governancy strategy

• Plan and implement entitlement management
• Plan, implement, and manage access reviews
• Plan and implement privileged access
• Monitor and maintain Azure AD


